**1. Các thông tin nhạy cảm bị lộ**

* **Ngày sinh**: 08/09/2002 → có thể dùng để xác minh danh tính hoặc đoán mật khẩu, câu hỏi bảo mật.
* **Địa chỉ nhà cụ thể**: số nhà 123, đường Lê Lợi → tiết lộ vị trí cá nhân, dễ bị lừa đảo, trộm cắp.

**Tổng cộng:** 2 thông tin nhạy cảm chính (ngày sinh và địa chỉ).

**2. Tin tặc có thể lợi dụng các thông tin này như thế nào**

* **Xác minh danh tính hoặc chiếm đoạt tài khoản**: Sử dụng ngày sinh để đoán mật khẩu hoặc trả lời câu hỏi bảo mật khi đăng ký tài khoản.
* **Lừa đảo, trộm cắp hoặc xâm nhập nhà**: Biết địa chỉ nhà, tin tặc có thể lên kế hoạch gửi thư giả, quà có mã độc, hoặc theo dõi để trộm đồ.
* **Mạo danh hoặc tấn công mạng xã hội**: Dùng thông tin cá nhân để tạo hồ sơ giả, lừa bạn bè của bạn chuyển tiền hoặc tiết lộ thêm thông tin.

**3. Đề xuất 3 cách bảo mật thông tin cá nhân khi dùng mạng xã hội**

1. **Hạn chế chia sẻ thông tin nhạy cảm công khai**
   * Không đăng ngày sinh đầy đủ, địa chỉ nhà, số điện thoại, hoặc các thông tin tài chính.
   * Thay vào đó, có thể chỉ chia sẻ tháng và ngày sinh mà không kèm năm.
2. **Thiết lập quyền riêng tư cho bài đăng**
   * Chỉ cho phép bạn bè hoặc nhóm nhỏ xem bài viết.
   * Kiểm tra và cập nhật cài đặt bảo mật thường xuyên.
3. **Sử dụng thông tin thay thế hoặc mã hóa**
   * Ví dụ: Khi mời quà sinh nhật, có thể chỉ nhắn riêng cho bạn bè qua tin nhắn cá nhân thay vì đăng công khai.
   * Không sử dụng thông tin cá nhân thật để đăng ký tài khoản hoặc tham gia các trò chơi trực tuyến.